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ITEM AU8
AUDIT COMMITTEE – 21 JANUARY 2009
ANNUAL GOVERNANCE STATEMENT

Report by the County Solicitor and 

Assistant Chief Executive & Chief Finance Officer

Introduction

1. The Accounts and Audit Regulations 2003 as amended by the 2006 Accounts and Audit (Amendment) (England) Regulations requires that the Council conducts a review at least once a year on the effectiveness of its system of internal control and produce a statement on its effectiveness as part of the Council’s Statement of Accounts. Internal control and risk management are key elements of good Corporate Governance.

2. The Annual Governance Statement (AGS) 2007/08 was approved by this Committee on 25 June 2008. The purpose of this report is to update the Committee on progress in achieving actions identified in the AGS 2007/08 and to advise the Committee of the assurance process for 2008/09, including the Internal Control Checklist (ICC) and Risk Registers.  

Governance of Partnerships

3. The Oxfordshire Partnership acts as a framework for all strategic partnership working including those partnerships that the Council has identified as significant.  The Public Service Board (PSB) commissioned a review of partnerships in February 08 which reported its initial conclusions in September 2008. The PSB will consider the final options for strengthened governance, membership, equalities, performance and risk management at its meeting in February 2009. The Head of Partnerships has confirmed that the papers for this meeting are nearing completion (as at 9 January2009) and that there is agreement from all partners that the agreed options will be implemented from April 2009.  


Information Security breaches

4. The ASG Action plan has a completion date of October 2008 for the adoption of a coordinated approach to the collation and monitoring of all ICT security breaches.  The officer leading the work had identified three stages: agreement and adoption of a formal definition of security breaches to be used by the directorates; establishment of directorate processes for reporting the data by directorate and implementation of software that ICT can use to report on breaches centrally.   Due to cost reasons monitoring will now be by internal means such as a spread sheet.

5. A definition of a security breach has been developed and approved by the Information Security Forum (subcommittee of Corporate Governance Working Group). The Information Security Officer has informed the Corporate Governance Working Group that directorate processes to report security breaches will be in place from 31 March 2009 and will be monitored by an in house spreadsheet solution.  The Corporate Governance Assurance Group has agreed that any further delay will be unacceptable and has requested the responsible officer for the action to ensure that resources are assigned to complete the action by this date.
Data Quality

6. The planned actions for embedding data quality are substantially complete.  All directors and Service Heads have now been briefed on Data Quality.  Data quality was raised as an issue from Local Area Agreement (LAA) performance monitoring and a workshop was held in September for all partner organizations which was well attended by key partnership representatives.  The performance team have developed a Minimum Data Requirement Certificate for use in the year 2008/09 which must be completed for all national indicators and requires information on data quality/source/checks/completeness etc.

Procurement

7. The revised procurement toolkits were issued in October 2008.  Access to parts of the toolkits is password protected and users must contact the procurement team for a training session to get access to the templates.  The procurement team assesses requests for access and offers tailored training to would be users.  To date (9 January 2009) 39 members of staff have been trained.  Feedback given on tools and information is incorporated as part of planned updates.  Procurement has been identified as a core skill in the Corporate learning and Development Plan for 2009/10.  The Procurement team is working with Learning and Development and an external provider to develop a modular e -earning programme.  Once the training has been rolled out it is estimated that there will be about 200 users of the procurement toolkits.  

Project Management Training

8. The Change team have supplied a list of managers for key projects to the Learning and Development Team (L&D) L&D have contacted all of these managers to find out if they have attended appropriate Project Management training. Of  the 107 managers identified 63 either have appropriate training or are booked onto the project management course and 43 have not replied and will be followed up.  An external provider has been appointed and training courses are planned for January February and March.  Further courses will be run in 2009/10.  CGAG is continuing to liase with L&D and the Change team to ensure that a robust process is in place to ensure that all project managers receive appropriate training.

Business Continuity

9.  Business Continuity Plan Status was due to be reported as part of the quarterly balanced scorecards submitted by directorates and followed up as part of the performance management process to focus attention on testing of Group one business plans.  The Q1 data (April to June 2008) was prior to this requirement however the guidance for the Quarter 2 data incorrectly identified the planning for the flu pandemic as the  only planning  to be reported on.  The guidance for quarter three has been reissued so that directorates will be reporting on the status of their Group One Business Continuity Plans. The Council’s Business Continuity Manager reports that of the three directorates reporting improvement required as at 30 September 2008 Social and Community Services have now completed a 100% test of all Group One Priority Business Plans.  One of the other directorates reporting room for improvement is engaged in a major restructuring and hence needs to update its business continuity planning to reflect this.

SAP roles

10. The work on updating SAP Roles has been delayed, such that it is not expected to be completed by the end of March 2009 as originally planned. The Project Initiation Document for this project is being drafted and will be signed off by the end of January; priority is to be given to the high risk roles identified as being the finance posts in Shared Services. Whilst this work has been delayed this has in part been due to priority being given to a component of the SAP Development Programme, a project being undertaken to build a proof of concept of the SAP System that will demonstrate how the SAP system can be structured to effectively operate in a manner such that all roles and authorisation levels are inherited from and driven by a person’s position within the organisation.  Role based authorisations remove the requirement to redevelop access rights for each employee due to changes in a business role responsibility.  This in turn improves the application of consistent processes across the organisation and reduces non-compliance risk.  Once defined the level of ongoing maintenance required is likely to be significantly reduced.  Changes to a security role introduced by changes to transaction will automatically filter to the post. 
11. The Project will identify the extent of work required in order to put a structure like this in place and enable the Authority to take a considered decision on whether and how to proceed further.

12. This work is also producing model templates of roles drawn of experience from other local authorities which will inform overall role revision, definition and re-engineering.

Assurance Process 2008/09 
13. The Council’s revised Corporate Governance Framework was approved by the Audit Committee on 28 November 2007.  The Framework has not changed for 2008/09 and is attached at Annex 1 for reference.  Two of the key features of the assurance process adopted by the County Council are the completion of Internal Control Checklists by Business Managers bi-annually and the updating of risk registers by Heads of Service on a quarterly basis. Progress for 2008/09 is shown below. 

14. A key component of the Corporate Governance Framework is the revised Corporate Code.  The revised Corporate Code seeks to put into practice the principles outlined in the CIPFA/Solace paper “Delivering Good Governance in Local Government”.  The principles are:

· Focusing on the purpose of the authority and on outcomes for the community and creating and implementing a vision for the local area.

· Members and officer working together to achieve a common purpose with clearly defined functions and roles

· Promoting values for the authority and demonstrating the values of good governance through upholding high standards of conduct and behaviour

· Taking informed and transparent decisions which are subject to effective scrutiny and managing risk

· Developing the capacity and capability of members and officers to be effective

· Engaging with local people and other stakeholders to ensure robust public accountability

15. The Code was approved by the Corporate Governance Scrutiny Committee  and Cabinet on 20 December 2007 and is scheduled for review by Corporate Governance Scrutiny Committee on 15 January 2009.

Internal Control Checklists

16. No further controls have been added to the 2008/09 Internal Control Checklist.  The guidance on completion provided for the sections on General, Performance Finance and Human Resources has been revised in August 2008.  Legal, Procurement, and Partnerships were revised in August 2007.  Further revision is planned for the guidance provided for remaining sections in August 2009.

17. Half yearly Internal Control Checklists have been received from all Directorates, Corporate Core and Shared Services. A summary of the total number of questions assessed by each directorate within the three categories is shown below, together with a separate table showing totals from March 2008 for comparison.  

18. The overall control profiles from March 2008 (72.8%) to September 2008 (72.4%) show negligible changes in the percentage of controls assessed as effective.
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19. A review of the controls reported as effective and improvement required also shows that four directorates are continuing to assess their internal controls as improving from the previous assessment.  Two directorates (E&E and S&CS) have reported fewer effective controls.
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20. E&E’s reported weakening of controls largely reflects reassessment of the status of some controls following the 2007/08 internal audit of ICCs.  S&CS have reported some weakening of .  
21. A review of controls assessed as improvement required indicates the following controls being of concern to four or more directorates: 

· 3.1 Procedural instructions detailing how all financial matters are handled within the service area are in place;

· 2.6 Responsibility for data quality is clearly defined and appropriate systems of quality control are in place to ensure the accuracy of data;

· 8.3 Project management 

22. The latter two control concerns were identified in the 2007/08 AGS and progress with implementing the AGS action plan is discussed above.  A review of the comments made by directorates concerning procedural instructions for financial matters were: Lack of documentation and procedures for non SAP systems or such procedures not being readily available on the intranet and the need for processes to regularly review and control document revision of local or directorate specific procedures.  This issue will be raised at the Strategic Finance Group (12 January 2009).  The action agreed will be advised verbally.

23. A related concern was the increase in the number of financial controls being reported as “Improvement required” by three directorates.  Three areas of concern were noted: 3.2 Processes are in place for the regular monitoring of compliance with financial instructions 3.6 Staff with financial responsibilities . . .  are aware of and adequately trained … 3.10 Procedures are in place to ensure that all cash is collected and banked in a timely manner.  Item 3.2 will also be raised at the Strategic Finance Group (12 January 2009).  The status of staff with financial responsibilities is linked to the reinforcement of the requirement for staff to monitor their budgets.  This is linked to one of the key issues identified in the recent Financial Management review conducted by Local Government Finance and will be addressed by the action plan arising from this review.  The increase in concern over cash reflects the findings of the 2007/08 audit of cash systems.  Once the internal audit findings are addressed these are anticipated to be graded as effective once more.

Risk Assessment

24. Each directorate has also been asked to consider the level of risk that they considered was appropriate for each section in the ICC. The assessment is not empirically related to the directorate risk registers or the answers to the questions in the ICC.  The level of risk may indicate that there are broader risks to the directorate than those areas covered by the ICC.  

25. This assessment shows that Project Management is perceived as the area of highest risk across directorates, followed at a distance by information technology and finance and financial management.  

RISK REGISTERS
26. Service Risk Registers are updated on a quarterly basis by all Heads of Service and discussed with directors. Significant risks are reported to CCMT and the Audit Working Group. John Jackson is the officer championing Risk Management.  

Internal Audit Review

27. An Internal Audit Review of the ICC checklists is scheduled to commence in the quarter ending 31 March 2009.  The audit will comprise a detailed review of the ICC checklists completed in each Directorate ensuring there is clear and tangible evidence to support the management responses and comments on their certificates of assurance. The previous review for the financial year ended 31 March 2008 was issued 16 June 2008 and covered Annual Governance Statement- Internal Control Checklists.  The report concluded overall that for the sample of the controls reviewed, the evidence supplied by the directorates or obtained to support the directorates’ assessments recorded on their September 2007 returns indicates general compliance.  Six recommendations were made and all are completed except for one which is partially complete and is anticipated to be completed by 31 March 2009.
28. Good progress is being made in the Actions relating to Partnerships and Procurement and Data Quality.  Insert section re Business Continuity Planning Progress regarding the SAP roles and data security breaches has been slower than anticipated but the data security action is scheduled to be complete at the year end.  

29. Other than revision to the guidance issued on completing the ICCs no changes have been made to the assurance process of the Internal Control Checklists.  Work continues both corporately and within Directorates to ensure that progressive improvement is achieved.
RECOMMENDATION

30. The Committee is RECOMMENDED to:
(a) receive the report;

(b) confirm  the governance framework;

(c) note the progress made in achieving actions identified in the 2007/08 Annual Governance Statement; and 

(d) note the progress in the assurance process for 2008/09.  

P G CLARK
SUE SCANE

County Solicitor
Assistant Chief Executive &Chief Finance Officer

Contact Officers: 
Georgina Paton, Principal Finance Manager (Corporate & Professional Standard Tel: 01865 81

December 2008

ANNEX 1
THE CORPORATE GOVERNANCE ASSURANCE FRAMEWORK 
INTRODUCTION 

1. 
Corporate Governance 
 
1.1. 
The Audit Commission have defined corporate governance as “the framework of accountability to users, stakeholders and the wider community, within which organisations take decisions and lead and control their functions, to achieve their objectives”. 
1.2.
They have further identified good corporate governance as including robust systems and processes, effective leadership and high standards of behaviour, a culture based on openness and honesty and an external focus on the needs of service users and the public. 
 
1.3.
 In 2001 Chartered Institute of Public Finance and Accountancy (CIPFA) and the Society of Local Authority Chief Executives and Senior Managers (SOLACE), jointly with the Local Government Association and the Audit Commission set up a Corporate Governance Working Party to draw together the principles identified by Cadbury, Nolan and others into a single framework of corporate governance for use by Local Authorities.   The revised framework published by CIPFA/SOLACE in June 2007 builds on recent governance work in both the public and private sector, in particular the “Good Governance Standard for Public Services” drawn up by the Independent Commission on Good Governance in Public Services established by CIPFA and the Office for Public Management in partnership with the Joseph Rowntree Foundation.  In England the preparation and publication of an annual governance statement in accordance with this Framework is now recommended to meet the statutory requirement set out in Regulation 4(2) of the Accounts and Audit (Amendment) (England) Regulations 2006.
1.4. 
The framework adopts six core principles from the Good Governance Standard for Public Services 2004 (developed by the Independent Commission on Good Governance in Public Services).
 
1.4.1.
Focusing on the purpose of the authority and on outcomes for the community and creating and implementing a vision for the local area
1.4.2.
Members and officers working together to achieve a common purpose within clearly defined functions and roles
 
1.4.3.
Developing the capacity and capability of members and officers to be effective
1.4.4.
Promoting values for the authority and demonstrating the values of good governance through upholding high standards of conduct and behaviour
 
1.4.5.
Taking informed transparent decisions which are subject to effective scrutiny and managing risk
1.4.6.
Engaging with local people and other stakeholders to ensure robust public accountability
1.5.
 These six core principles are further expanded in supplementary principles.
2.
Code of Corporate Governance 
 
2.1.
To achieve good governance, the Council should be able to demonstrate that its code of governance reflects the requirements for best practise outlined in the Framework. 
2.2.
The Code is reviewed annually by the Corporate Governance Scrutiny Committee.
FRAMEWORK AND SOURCES OF ASSURANCE 
3.
Annual Governance Statement
 
3.1.
The preparation and publication of an annual governance statement is recommended as proper practice to meet the statutory requirement set out in Regulation 4(2) of the Accounts and Audit Regulations 2003, as amended by the Accounts and Audit (Amendment) (England) Regulations 2006.  This requires that the Council conducts a review at least once a year on the effectiveness of its systems of internal control and produces a statement on its effectiveness “in accordance with proper practices”.  With effect from 2007/08, the supplement to “delivering good governance framework” defines proper practice and defines the form and content of a governance statement that meets the requirement to prepare a statement on internal control.  There is no requirement to publish a separate statement on internal control.  The scope of internal control spans the whole range of the Council’s activities and includes controls designed to ensure: 
3.1.1.
The establishment and monitoring of the Authority’s objectives 
3.1.2.
The Facilitation of policy and decision making 
3.1.3.
Ensuring compliance with established policies, procedures, laws and regulations 
3.1.4. 
 Ensuring that risk management is embedded 
3.1.5.
Ensuring the economic, effective and efficient use of resources 
3.1.6.
Financial management and reporting of financial management 
3.1.7.
Performance management and the reporting of performance management 
3.2.
On the 31 August 2004 the former Best Value & Audit Committee endorsed proposals for the process for gaining assurance on risk management and internal control.  Since this time, Heads of Service have been required to complete and review A Risk Register for their Service on a quarterly basis (see flow chart at Annex 2) Additionally, Business Managers are required to complete an Internal Control Checklist biannually. The Checklist asks a series of key questions relating to the following control areas: 
3.2.1.        Risk management 
3.2.2.        Performance Management 
3.2.3.        Financial Management 
3.2.4.        Legislation 
3.2.5.        Human Resources 
3.2.6.        Procurement/Contracts 
3.2.7.        Information Technology 
3.2.8.        Project Management 
3.2.9.        Partnerships 
3.2.10. 
Other significant control issues 
3.3. 
Heads of Service and Business Managers are required to sign Certificates of Assurance annually to confirm the accuracy of the information contained in the Internal Control Checklist and that action is being taken to address any identified weaknesses. Risk Registers and Internal Control Checklists are then reviewed by the relevant Director, who also signs a Certificate of Assurance to confirm that he has discussed and agreed the documents and are addressing any identified weaknesses.   Risk Registers and Internal Control Checklists are reviewed by the Corporate Governance Assurance Group, a group of Senior Officers, Chaired by the Monitoring Officer.  Where a number of Directorates have identified the same weakness specific consideration will be given to treating this as a corporate issue where specific action may need to be taken to address and will be specifically contained in the action plan contained within the Annual Governance Statement.  On preparation of the Annual Governance Statement together with progress on the identified action plan within the Statement is reported quarterly to the Audit Working Group.   The Annual Governance Statement is compiled by members of the Corporate Governance Assurance Group drawing on the following information: 
3.3.1.
Risk Registers compiled by Heads of Service and endorsed by Directors 
3.3.2.
Internal Control Checklist compiled by Business Managers and endorsed by Directors 
3.3.3.
The view of Internal Audit 
3.3.4.
The view of the External Auditor (KPMG LLP) as contained within the Annual Audit and Inspection letter and other Audit Reports 
3.3.5.     The reports from external assessors as required by FMIS (Financial Management in Schools)
3.3.6.     Reports by other independent inspection bodies 
3.3.7.     The Audit Committee and Audit Working Group. 
3.4.
In addition to the review of the system of internal control and its effectiveness the Corporate Governance Assurance Group also carries out a review of the governance framework as set out in the Council’s Code of Corporate Governance and considers the effectiveness of the framework using information from evidence prepared for purposes of CPA (comprehensive performance assessment) supplemented by other sources of evidence as appropriate.
3.5.
The Annual Governance Statement is signed by the Chief Executive, Leader of the Council, Chief Finance Officer and Monitoring Officer. 
4.
 Comprehensive Performance Assessment (CPA) 
 
4.1.
The Audit Commission have appointed KPMG LLP as the Council’s External Auditors.  The Audit Commission undertakes a complete assessment of the performance of the County Council every 3 years. This corporate assessment is supplemented by an annual use of resources judgement which forms an integral part of the CPA process. The assessment of the use of resources judgement is undertaken by way of a series of detailed questions that helps to inform the inspection judgement. These are referred to as Key Lines of Enquiry (KLoEs). They are published in order to assist Auditors and Inspected Bodies with their own self-assessments and in order for them to be able to compile the necessary evidence to justify these assessments. 
4.2. 
The framework has a number of criteria that relate to a particular level, most of which must be achieved to attain that particular level. 
5.
Use of Resources Judgement 
 
5.1.
The Use of Resources judgements have the following levels: 
 
5.1.1.
Level 1 – below minimum requirements - inadequate performance 
5.1.2.
 Level 2 – at only minimum requirements - adequate performance 
5.1.3.
Level 3 – consistently above minimum requirements - performing well 
5.1.4.
 Level 4 – well above minimum requirements - performing strongly 
5.2.
The use of resources judgement assesses how well a Council manages and uses its financial resources. The assessment focuses on the importance of having sound and strategic financial management to ensure that resources are available to support the Council’s priorities and improve services. It covers: 
5.2.1.
Financial reporting 
5.2.2.
Financial management 
5.2.3.
Financial standing 
5.2.4.
Internal Control, and 
5.2.5.
Value for money 
5.3.
The value for money element will complement work completed by Councils in producing their annual efficiency statements.  External Auditors review, as part of the value for money assessments, the Council’s annual efficiency statements setting out the efficiency gains delivered under the “Gershon” efficiency review. From 2006, External Auditors report, by exception, where they have specific concerns about the process followed by the Council in compiling the efficiency statement or where the statement is not consistent with the Auditor’s knowledge of the Council obtained through other audit work. Efficiency gains supported by appropriate evidence and any concerns will, in any event, be reflected in the Auditor’s overall value for money assessment. 
5.4.
The use of resources assessment focuses on financial management but links this to the overall strategic management of the Authority. 
6.
Approval of Corporate Governance Policies 
6.1.
The Cabinet on the 16 June 2004 authorised the Monitoring Officer, following consultation with the Section 151 Officer and Leader and Deputy Leader of the Council to approve new or amended operational policies and procedures relating to Corporate Governance except where they would either: 
6.1.1.
have material budget implications; 
6.1.2.
have substantive policy implications; or 
 
6.1.3.
where material concerns about them have been expressed by the employee’s representatives; 
6.2.
In which case they would be referred to Cabinet for decision. 
 
6.3.
Before the Monitoring Officer will approve these documents consultation will occur via Corporate Governance Working group and, if necessary, the Joint Consultative Committee (JCC) and/or One Employer Network. 
DEFINITIONS OF OFFICERS, COMMITTEES AND GROUPS
7.
Statutory Officers 
 
7.1.
Head of Paid Service 
 
7.1.1.
The Head of Paid Service has responsibility to the Council for the manner in which the Council’s functions are discharged and coordinated. In addition she has the responsibility for the number and grade of Officers required for the discharge of the functions and the organisation of Officers. 
7.2.
Chief Finance Officer (S151 Officer) 
 
7.2.1.
The Chief Finance Officer has responsibility for the proper administration of the Council’s financial affairs which include: 
7.2.1.1.
expenditures within the law 
7.2.1.2.
the accounts are prepared in accordance with the law 
7.2.1.3
the compilation of the accounts has followed proper accounting practices 
7.2.1.4.
ensuring effective financial controls are in place 
7.3.
Monitoring Officer 
 
7.3.1.
The Monitoring Officer has the statutory responsibility for independently reporting to the Council on any proposal or decision by the Council or any of its Committees or Officers which has given rise to or may give rise to a breach of the law or potential maladministration.   The Monitoring Officer also plays a leading role in developing, monitoring and maintaining a system of corporate governance for the Council and in particular: 
7.3.1.1.
ensures that satisfactory arrangements are in place for maintaining the registers for Members registration of interests and gifts and hospitality in accordance with the Members code of Conduct.
7.3.1.2.
conducts an annual review of the effectiveness of the internal audit function in accordance with the requirements of the Accounts & Audit Regulations 2003 (as amended).
7.3.1.3.
 ensures relevant corporate governance policies are up to date, including: 
 
7.3.1.3.1.
Constitution 
7.3.1.3.2.
Anti-Fraud and Corruption Policy 
7.3.1.3.3.
Raising Concerns At Work, Grievances and Whistleblowing 
7.3.1.3.4.
Money Laundering Policy 
 
7.3.1.3.5.
Officer Code of Conduct 
 
7.3.1.3.6.
Corporate Complaints Policy 
 
7.3.1.3.7.
Officer Register of Interests and Gifts and Hospitality 
7.4.
Monitoring Officer Group 
 
7.4.1.
This Group consists of key Officers involved in the provision of Committee Services for Members and reviews on a regular basis the business conducted by the Council, Cabinet, Committees and other Member Meetings. It supports the Monitoring Officer in his monitoring role, particularly in relation to the work of the Standards Committee, Members conduct, Standards Board complaints and to monitor the lawful decision making of the Council. 
7.5.
Assistant Head of Finance (Audit) 
 
7.5.1.
This person is the Senior Officer directly responsible for the Internal Audit function. Internal Audit Services is an assurance service that provides an independent and objective opinion to the Council on the control environment comprising risk management, control and governance by evaluating the effectiveness in achieving the organisation’s objectives. It provides an annual independent assurance to the Chief Finance Officer on the 9 key financial system controls as set out and contained in the Annual Internal Audit Plan. The Chief Internal Auditor also contributes to the Annual Governance Statement by commenting on the effectiveness and outcome of the programme of internal audits and comments on the effectiveness of the internal control environment of the Council. 
7.6.
Corporate Governance Scrutiny Committee 
7.6.1.
The role of the Corporate Governance Scrutiny Committee is set out in section F of the Constitution.  The key roles of the Corporate Governance Scrutiny Committee include holding the executive to account together with policy development and review.  The responsibilities of the Committee include Corporate and Community leadership and corporate strategies.
7.7.
Audit Committee
 
7.7.1.
The focus of the Audit Committee is on overseeing financial processes, audit and risk management.  The Audit Committee needs to satisfy itself that adequate arrangements are in place to ascertain the effectiveness of the Council’s system of internal control. This includes the arrangements for reporting significant risks identified by Directorates within the Internal Control Checklist. 
7.7.2.
The Audit Committee will receive reports on progress in achieving the actions set out in the previous year’s Statement on Internal Control and on the current year position.
7.7.3.
The Audit Committee is responsible for separately approving the Council’s Statement on Internal Control for inclusion within the Statement of Accounts. 
7.8.
Audit Working Group
 
7.8.1.
The Audit Working Group will receive updates on risk registers, the consolidated ICC returns, progress with action plans and reports on the assurance process itself. It may call for further detailed information on any matter of concern, including interviewing individual officers where appropriate. 
7.8.2.
The Audit Working Group also carries out detailed work referred to it by the Audit Committee.
7.8.3.
The Chairman of the Audit Working Group provides an independent assessment of the effectiveness of the assurance process, set out within the Annual Governance Statement.
7.9.
Corporate Governance Working Group
 
7.9.1. 
This Group was originally created to assist the Monitoring Officer in raising awareness of the importance of corporate governance throughout the Authority.  The principal focus of the Group is to review and update Corporate Governance Policies and to monitor implementation of these by the Council.  It has responsibility for reviewing the Local Code of Corporate Governance and to hold Officer to account for compliance with the implementation of the Corporate Governance arrangements.   
7.10.
Corporate Governance Assurance Group
 
7.10.1.
The Corporate Governance Assurance Group has replaced the Statement on Internal Control Working Group. The Group is made up of senior corporate officers, chaired by the Monitoring Officer, who are responsible for the determination and coordination of the Corporate Governance Framework and the process and the production of the Annual Governance Statement. The Group provides corporate challenge and advice to Directorates on Governance. Further details are given in Annex 1. 
7.11.
Standards Committee
 
7.11.1. The focus of the Standards Committee is to promote and maintain high standards of conduct by Councillors and Co-opted Members and to assist them in observing the Members’ Code of Conduct by providing advice, guidance and training in relation to provisions of the Members’ Code of Conduct. Good Corporate Governance requires members and senior officers to lead by example and demonstrate commitment to the key requirements of the assurance framework.
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Review of the Effectiveness of the System of Internal Audit





Mapping of CPA evidence to Corporate Code





Internal Audit provides independent opinion on:


the effectiveness of the process for gaining assurance on risk management and internal control


the effectiveness of control to manage significant areas of risk





External Review Bodies Directorates are subject to independent external review and any issues and any issues of control relating to internal control will be reported to the SIC Working Group.





Directorate Management Teams review Risk Registers and agree half yearly significant risks (half yearly)





Risk Manager provides annual report on effectiveness on process of risk 





CCMT ensures ICC issues are properly addressed throughout the Council and ensures cross cutting Directorate risks are incorporated into the Council’s Strategic Risk Register





Business Managers Group receives reports on Risk Registers and ICC and provides feedback on areas for improvement.





Corporate Governance Assurance Group


Co-ordinates receipt of reports on internal control and governance.  Challenges evaluations of effectiveness and prepares draft Governance Statement for approval.





Heads of Service ensure that Service Risk Register is updated and reflects key areas of risk (quarterly)





Business Manager signs Certificate of Assurance (annually)





Head of Service signs Certificate of Assurance (annually)





Business Manager gathers information to complete Internal Control Checklist (half yearly)





Assurance process for managing significant risks





Directors sign Certificate of Assurance. (annually)





External Audit 


The annual external audit (KPMG)


The external auditors provide independent overview of the effectiveness of the control environment and raise specific issues within its annual audit and inspection letter





Leader, Chief Executive, Monitoring Officer and S151 Officer sign Governance Statement (annual)














Cabinet considers and comments on draft Governance Statement and recommends approval.





Audit Committee approves interim report on the effectiveness of internal control (half yearly); approve Governance Statement (annual) and receive quarterly report on Governance Action Plan progress.
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